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**Review Question**

1. List at least 5 other exploits can be use in attacking a ML2. Specify the services and the suitable exploit available in Metasploit Framework.

|  |  |  |  |
| --- | --- | --- | --- |
|  | Vulnerability | Service | Exploit available |
| 1. | UnrealIRCd exploit | irc | unrealIRCD 3.2.8.1 Backdoor Command Execution |
| 2. | Root shell through Telnet | telnet | NETGEAR TelnetEnable |
| 3. | Apache command injective and XSS | http | Apache Continuum Arbitrary Command Execution |
| 4. | Samba username exploit | smbd | Samba "username map script" Command Execution |
| 5. | MySQL yaSSL stack buffer overflow in the yaSSL | mysql | MySQL yaSSL CertDecoder::GetName Buffer Overflow |